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Ms  
A/Director, Courts, Access to Justice 
Policy Reform and Legislation 
Department of Communities and Justice 
 

Via email: policy@justice.nsw.gov.au  

Our ref: EF21/8629 

 

Dear Ms   

RE: Submission on the Privacy and Personal Information Protection Amendment Bill 2021 

I refer to the proposed changes to NSW privacy laws and provide this response on behalf of the 
Department of Planning, Industry and Environment (the Department).   

The Department supports the introduction of the proposed mandatory notification of data breach 
scheme (MNDB).  The MNDB will standardise what and how to report, and set out how to notify 
affected individuals. The Department submits the changes will result in better outcomes for 
agencies and members of the public.   

The Department makes the following observations about the draft Bill. 

Division 2 - Assessment of data breaches 

Section 59D(2) requires the ‘head of the agency’ to be notified by any officer who reasonably 
suspects that an eligible data breach has occurred, to immediately take all reasonable steps to 
mitigate that breach, and to assess whether the breach is an eligible data breach. 

Section 59F provides for another person to be directed to undertake the required assessment 
under 59D(2)(b), but there is no provision for delegating the responsibility for notification and 
mitigation. While the Department understands the importance of the head of any agency being 
aware of a serious privacy breach, requiring all notifications and mitigation steps to be carried out 
by the head of the agency has issues with practical application. 

Most, if not all, agencies have dedicated privacy officers or privacy governance units. These 
officers are best placed to triage and notify senior management of serious breaches, and to 
understand the steps needed to mitigate the risk. The inability to delegate the functions of 59D(2) 
may, in practice, result in heads of agencies being responsible for receiving and assessing 
notifications from officers across an agency who are not in a position to determine whether a 
breach is serious or not. This is a particular concern in the Planning, Industry and Environment 
cluster, which has approximately 10,000 employees. 

The Department recommends a provision be added to 59D that allows the functions of 59D(2) to 
be delegated. 

Division 3 – Notification of breaches 

Section 59L(2)(d) and (e) require a breach notification to include whether it is a ‘cyber incident’. 
There is no definition or any other reference to a ‘cyber incident’ in the Bill. 






